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Last year saw a continuation of the COVID-19 pandemic from 2020, and efforts to prevent further spread of infection resulted in huge changes in the work styles of people, with dramatic shifts from analog and face-to-face interaction to digital and remote. Many people started using and became more familiar with ever with information and communication technologies (ICT) such as video conferencing systems used for work-at-home, vaccination reservation systems, COVID-19 contact tracing apps, and simulations for predicting the number of infected people. At the same time, issues in existing work rules and workflows, as well as problems such as poor usability and compatibility of deployed systems, became more widely recognized.

As Japan’s only national research and development agency specializing in the field of ICT, the National Institute of Information and Communications Technology (NICT) promotes ICT R&D from an integrated perspective, from the basic to the applied, while collaborating with universities, industry, local governments, and domestic and overseas research institutions and aiming to generate innovation by giving back to society with the results of our R&D. Furthermore, by flexibly responding to social issues on a global scale and using systems that integrate cyberspace and physical space, we aim to help realize a human-centered, sustainable, and inclusive society; in other words, a safe and secure Society 5.0.

Under the 5th medium- to long-term plan, which launched in April 2021, in addition to our main mission of promoting the advanced technologies developed by NICT for businesses and other organizations, and creating a tested environment for the open use of research-result data. We will also enhance activities such as NICT Quantum Camp (NQC) and SecHack365 for training the next generation of ICT human resources.

In terms of our management policies, in addition to the previous “COC” consisting of Collaboration, an Open mind and innovation, and a Challenging spirit, we have added two new key concepts: the digital transformation (DX) of Advanced electromagnetic technology, Innovative networks, Cybersecurity, Universal communication, and Frontier science) based on a new ICT technology strategy, we will actively promote R&D in the four strategic research fields of Beyond 5G (BSG), AI, Quantum ICT, and Cybersecurity.

In B5G R&D, with a game-changing mindset, we aim to become an R&D Hub in Japan based on collaboration with R&D projects that were commissioned by the Beyond 5G R&D Promotion Project. In the field of AI, we will further enhance multilingual voice translation technologies to provide simultaneous interpretation level functions by around 2025, aiming for a world without language barriers. In the field of Quantum ICT, we are promoting the activities of the Quantum ICT Collaboration Center, aiming to become an international research center for quantum security technology in the new building of the headquarters. In the field of cybersecurity, we will promote the activities of the Cybersecurity Nexus to build integrated cybersecurity knowledge and human resources training infrastructure, aiming to be a "nexus" between industry, academia, and government. In August of last year, we published two white papers in the two fields, BSG and quantum ICT, respectively. We will continuously update the contents of these white papers in the future to strengthen both our own R&D and our information communication capabilities, thus deepening our collaboration with research institutes and companies in Japan and overseas.

In addition, NICT will accelerate the spread of its R&D results throughout society by promoting activities to utilize the advanced technologies developed by NICT for businesses and other organizations, and creating a tested environment for the open use of research-result data. We will also enhance activities such as NICT Quantum Camp (NQC) and SecHake365 for training the next generation of ICT human resources.

In terms of our management policies, in addition to the previous “COC” consisting of Collaboration, an Open mind and innovation, and a Challenging spirit, we have added two new key concepts: the digital transformation (DX) of Advanced electromagnetic technology, Innovative networks, Cybersecurity, Universal communication, and Frontier science) based on a new ICT technology strategy, we will actively promote R&D in the four strategic research fields of Beyond 5G (BSG), AI, Quantum ICT, and Cybersecurity.

NICT will continue to strive to further develop the ICT field by promoting collaborative activities between industries, academia, and government, while also cooperating and working with other stakeholders and welcoming opinions from a wide variety of people in Japan and overseas. We appreciate your support and cooperation.
Quantum ICT Design Initiative, Quantum ICT Collaboration Center, and the construction of a platform for quantum technology. We interviewed two possible by quantum dynamics is at the cutting edge.

0 and 1. Quantum cryptography eliminate the threat to current cryptography computers handle information as quantum bits that have a superposition state, and the team for developing the open test bed has been launched.

Director FUJIWARA, you are the Director of the Quantum ICT Design Initiative and the conventional Quantum ICT Laboratory. What is the role of the Quantum ICT Design Initiative and its differences from the Quantum ICT Laboratory?

FUJIWARA At NICT, the Quantum ICT Laboratory has been researching quantum technology for many years, and this is now in its 21st year. Under the Advanced ICT Research Institute, the research institute will continue to focus on basic research with an eye to the future. On the other hand, the Quantum ICT Collaboration Center will be more involved in social activities such as creating new applications and services with private companies.

However, it is unproductive to draw firm lines between a series of procedures. While maintaining strong collaboration among the organizations, the mission of the Quantum ICT Laboratory and the Quantum ICT Design Initiative is to create a comprehensive flow.

White Paper and future prospects

The White Paper released this spring will surely be a significant part of the activities of the Quantum ICT Collaboration Center. What is the significance of the White Paper?

SASAKI Although some fields of quantum technology have been implemented, the target is research and development looking 20 to 30 years ahead. The White Paper summarizes what we can currently expect including a roadmap for research and development and an estimated future image of social contribution in the long term. Of course, we cannot develop quantum technology by ourselves; we need joint efforts by many people. Therefore, the White Paper is intended to inform others about our activities and encourage them to join us.

The background was the implementation of a plan for creating a strategic White Paper for the fields of quantum technology and Beyond 5G at the Innovation Design Initiative (IDI), a think-tank under the President, and the requests of staff. Almost 20 members were involved, including key figures and related departments concerning quantum technology. As researchers have different visions of the future, there have been some disputes. However, the task often made each researcher recognize an entirely different future. So it was a hard but rewarding process.

FUJIWARA When imagining the future, it is necessary to clarify what can be done with quantum technology and what cannot. It is not enough to talk about dreams; the researchers have to create a solid road map of how to implement them (Figure 2) and explain it. The White Paper serves as a blueprint.

It is only a forecast and so may not happen for sure. However, at least we hope our efforts will give many people a chance to think of how to merge cutting-edge technology and what systems should be established in order to create a better society.

Looking at the future, could you give a general message to researchers?

SASAKI It has been more than 20 years since the inception of quantum technology. Based on a platform developed by a Japanese team of industry-academia collaboration, we are approaching the next phase of conversion. This process is hard, but it is a key moment for researchers. We hope many researchers will join us.

Thank you very much.
**Purpose and Expectation of the White Paper on Quantum Networks**

Many countries have been working on the development of quantum cryptography, and beyond that, quantum networks. While the race to develop gate-based quantum computers is accelerating, there is concern that the cryptography used in current communication networks could be decrypted. It follows that it is necessary to conduct research and develop and introduce quantum networks to secure the safety and reliability of communication. Against this background, NICT released a White Paper on quantum networks in March 2021.

**Purpose and significance of the White Paper**

Assuming the quantum internet as the ultimate goal, the White Paper summarizes the social image, elemental technologies, and implementation strategy realized by quantum networks. To implement a global quantum network, it is indispensable to appeal to researchers inside and outside Japan, and to collaborate with various stakeholders worldwide.

**Overseas trends**

The U.S., Europe, and China have drawn up research and development strategies on quantum technology including quantum networks as strategic basic technology, and have been investing heavily in research and development and human resources.

Based on the National Quantum Initiative Act, the U.S. has spent 1.2 billion dollars over five years in research and development of quantum information science from long-term perspective. They have built a quantum cryptography communication backbone line between Beijing and Shanghai, as well as metropolitan networks in major cities. The total length of their quantum cryptography networks exceeded 7,000 km as of 2018. Moreover, many companies have been established to provide communication equipment, devices, and platforms, and now lead the world in the field of quantum cryptography.

**Future prospects**

In Japan, the “Quantum Technology Innovation Strategy” was released in January 2020. Under the strategy, NICT, as the Quantum Security Hub, has been conducting research and development of quantum network technologies, and nurturing human resources. The research and development projects of the Cabinet Office and the Ministry of Internal Affairs and Communications have also been working on establishing global quantum cryptography networks. Further technical development and efforts to define rules including international standardization are required. NICT is expected to lead these efforts and accelerate the implementation of global quantum networks in collaboration between industry and academia.

**Quantum Cryptography Over Free-space Optical Links**

Technology extending the possibilities of safe and secure networks

For more than a decade, NICT has been focusing on quantum cryptography over free-space optical links, and conducting research and development of the technology. In the Quantum Network White Paper, the authors, who are involved in research and development of this technology, discuss ideas and depict the future networks that may result from this technology, such as basic networks for safely exchanging confidential information and security infrastructure which is securely open to everybody. This article describes quantum cryptography over free-space optical links.

Free-space optical (FSO) communication is a type of wireless communication using a laser beam, such as optical communication between a satellite and a ground. It is known that quantum cryptography in free-space optical communication involves the conventional issues of quantum cryptography, thus greatly increasing the possibility of safe and secure networks. Quantum cryptography between the satellite and the ground extends the reachable distance of quantum cryptography. In quantum cryptography through an optical fiber, the quantum signals attenuate exponentially with transmission distance mainly due to the absorption of photons by the optical fiber. In space, where there is no atmosphere, the main cause of attenuation is divergence of the beam diameter caused by diffraction of the laser beam. The rate of attenuation is proportional to the square of the transmission distance, which is lower than that of optical fibers. This is why photons can be sent over longer distances. Using a satellite as a relay, quantum cryptography even between continents is possible (Figure 1).

In addition, using the features of FSO communication, it is possible to perform secure transmission faster than conventional quantum cryptography. Conventional quantum cryptography has been shown to be safe against eavesdroppers who have unlimited physical ability, attacking from various places. However, FSO communication uses a highly directional laser beam in a line-of-sight path between the sender and the receiver. Therefore, it is assumed that the only attack model that can be used by an eavesdropper is passive eavesdropping. Under such restriction on the eavesdropper, the technology for enabling secure transmission faster than conventional quantum cryptography is called physical-layer cryptography. This technology can be expanded to applications such as group key agreement among several parties, which is difficult with only conventional cryptography.

Since fiscal 2019, NICT has been participating in the national project, “Research and Development of Quantum Cryptography Technology in Satellite Communication (until FY 2022),” and developing a transceiver that can be used for quantum cryptography between a satellite and a ground. Several pieces of equipment are approaching completion (Figure 2). Demonstrations have been performed at NICT’s premises and at Tokyo Skytree. Since FY 2021, based on the knowledge gained from the research, we have been participating in the new national project “Research and Development of Satellite Quantum Cryptography Technology for Establishing a Global Quantum Cryptographic Communication Network (until FY 2025),” which is conducting research and development for realizing a global quantum cryptography network between low-orbit, mid-orbit, and geostationary satellites and the ground. Leveraging the results of these projects and future studies, we are continuing research in order to deliver the future depicted in the Quantum Network White Paper.
Quantum Cryptography and Quantum Key Distribution Network

Toward social deployment of computationally unbreakable cryptosystems

The conventional cryptography that underpins today’s information society is facing the risk of decryption as quantum computers become more powerful. Meanwhile, quantum cryptography is currently the only cryptographic system that has been mathematically proved to be impossible to decrypt with any computer, including future large-scale quantum computers. We take a look at the efforts and future prospects for research and development, and the implementation of a quantum key distribution network, which is the core technology of quantum cryptography.

Cryptographic technology which underpins today’s networked society, and its issues

The security of the cryptography that is widely used today is guaranteed by “computational security,” which means that extremely massive computing power is needed for decryption. This allows us to safely exchange data every day. However, today’s cryptography is facing the potential threat of becoming easily decrypted due to the advent of large-scale quantum computers and entirely new computational technology/mathematical algorithms in future. Especially, critical information that requires secrecy for decades is at risk of “harvest now, decrypt later” attacks, in which encrypted data is eavesdropped or acquired, and then decrypted in future when new computational technology is developed. This is why an urgent response is required.

Two new types of technology are being developed to address this issue. One is “post-quantum public-key cryptography,” which has the same computational security but has a mathematical structure that is thought to be difficult to decrypt with currently known quantum calculation algorithms, and it is now being implemented and standardized. The other type is quantum cryptography, as explained below. Quantum cryptography is currently the only cryptographic system that has been proved to be safe and impossible in theory to decrypt with any computational technology or computers in future (“information-theoretic security”).

Quantum cryptography and quantum key distribution (QKD) network

As shown in Figure 1, quantum cryptography consists of two steps: quantum key distribution (QKD) and one-time pad (OTP) encryption. QKD is a technology for the sender and receiver to share a secret key that is kept secure against third parties, which uses quantum mechanical properties of light signals, such as photons. OTP encryption encrypts data using an encryption key having the same size as the data and, once a key is used, it will not be reused. Using the encryption key provided by QKD achieves information-theoretic security. OTP encryption and the sending and receiving of encrypted data are all performed with normal computers and communication lines; only QKD part requires quantum technology.

The technology for managing and distributing keys safely and efficiently by connecting QKD transceivers to the network is called a quantum key distribution (QKD) network (Figure 2). By sharing the encryption key at any point on the network with the QKD network, and providing the key to the conventional network, it is possible to provide new security services using an information-theoretic secure cryptographic key. In addition to QKD networks connected with optical fibers, QKD using satellite communication is also under development, which is expected to be integrated into a global QKD network in future.

Research and development, and efforts toward implementation

Since the 2000s, in collaboration with universities and companies, NICT has been developing the technology for QKD systems and their networking technologies, such as QKD network control and management technologies, and has also conducted field demonstrations. In 2010, Tokyo QKD Network, a test bed constructed in collaboration among industry, academia, and government, record-ed the longest operation time in the world, and various demonstrations of principle and practice are being conducted. Regarding implementation, companies in Japan, Europe, and China have commercialized QKD devices. Moreover, telecom carriers and startup companies around the world have been working toward the commercial provision of services using the QKD network.

For the QKD network technology to spread globally, international standardization is crucial. In collaboration with the government, companies, and universities, NICT is actively working toward international standardization at the International Telecommunication Union Telecommunication Standardization Sector (ITU-T), International Organization for Standardization (ISO)/International Electrotechnical Commission (IEC SC1), European Telecommunications Standards Institute (ETSI), etc. Especially, at ITU-T, Japan is leading the development and publication of many recommendations, including for international standardization of QKD networks.

Exploitation of QKD networks and future prospects: Quantum secure cloud technology

To apply the high secrecy of quantum cryptography in society, it is necessary to develop application technologies by taking a broad view of communication systems and security technology as a whole. One of those technologies is quantum secure cloud technology, which is being developed by NICT in collaboration with industry and academia. This enables the storage and computational processing of data backups that cannot be decrypted or tampered with by any computers, by merging authentication infrastructure and blind computing with quantum cryptography, secret sharing, and post-quantum public-key cryptography (Figure 3). By storing data in several servers in a distributed, encrypted form, this technology realizes both information-theoretic security, in which even if the information in some servers is leaked, the original data cannot be restored, and availability, in which if the information in some servers is lost, the original data can be restored from the remaining information at the same time. This proprietary technology was developed in Japan, and NICT and companies are conducting demonstrations of storing important data in various fields including the medical industry. It is expected that a new security infrastructure for the networked society will be developed by properly merging the QKD network with various contemporary security technologies. The NICT Quantum Network White Paper describes the principle of the technology, requirements, and prospects for social implementation in detail.
Quantum Interface Technology
Generating quantum entanglement between remote matter systems via telecom photons

The ultimate network that can achieve maximum functionality allowed by physical principles is the quantum network. To generate quantum entanglement between remote matter systems, it is necessary to prepare telecom photons that are entangled with each quantum system, and to observe quantum interference between them. Here, we outline the quantum interface that generates telecom photons entangled with the matter quantum systems.

Quantum devices such as quantum computers, quantum memory, and quantum sensors consist of various matter quantum systems such as superconducting materials, single atoms, and ion-traps, and it is impossible to directly generate quantum entanglement among these devices. Therefore, photons entangled with the quantum devices are necessary to mediate the entanglement generation. For example, in the case of an ion-trap, entanglement between the energy level of the ion and the polarization of the photons can be generated. By performing an interference measurement called Bell state measurement on the photons, it is possible to generate quantum entanglement between quantum devices (Figure 1(a)).

The photons generated by a matter quantum system have a wavelength specific to each matter ranging from visible to near-infrared for atoms and ions, and in the microwave band for superconducting materials. However, these wavelengths significantly attenuate in transmission channels such as optical fiber and strip lines, making it impossible to transmit photons to distant locations. Therefore, an interface is required, which converts the photons to a telecom wavelength specific to each matter ranging from visible to telecom wavelengths (Figure 1(b)).

Quantum Sensing
Quantum Network of Optical Clocks

It is known that the time taken to measure physical quantities can be reduced by exploiting a quantum effect called quantum entanglement. In general, measuring a physical quantity with a single particle requires a certain time. By using entanglement, this time can be reduced to 1/N, where N is the number of particles. However, this reduction factor is not suitable for transmission through an optical fiber. In the case of an optical clock, NICT succeeded in observing a frequency shift of 2011, we succeeded in obtaining a frequency shift of 10 km transmission in an optical fiber in a joint effort with Osaka University and the University of Suse. In the experiment, the photons were converted to a wavelength appropriate for the optical fiber transmission (1,530 nm), and the quantum state was preserved over the transmission.

The integration of these technologies demonstrated by NICT and other technologies, including the generation of entanglement between atoms and its distribution with photons pave the way to the quantum network of optical clocks. To contribute to its realization, NICT is conducting research and development to enhance the accuracy of optical clocks using quantum effects, and to demonstrate a quantum network.
To Realize Quantum Networks

Construction, Control and Management of Terrestrial/Satellite Integrated Global Quantum Networks

Future quantum applications are expected to be realized by around 2040, including the construction of a global quantum network (Quantum Internet), ultra-long-distance quantum cryptography and distributed quantum computing, space-time synchronization of a quantum network of optical clocks, and quantum sensor networks. This article introduces the technologies needed for the control and management of the global quantum network that integrates the terrestrial system with the satellite system.

Quantum network technology that supports long-distance, highly safe communication services and applications in the future

Thanks to the advancement of quantum key distribution (QKD) technology and related equipment, communication with quantum encryption is expected to be deployed in social infrastructures. The method for expanding distances and networking with trusted nodes that relay the secret key in electrical processing is expected to be realized at an early stage. However, since there is a limit to expanding the distance of point-to-point QKD because the relay points are not perfectly safe and the end points cannot directly share quantum information, it is difficult to realize future applications including large-scale distributed quantum computing and secret quantum communication, space-time synchronization with a quantum network of optical clocks, and quantum sensor networks. To resolve this, research and development is underway globally, as well as discussions on international standardization to create a global quantum network (Quantum Internet) that directly exchanges quantum information over long distances using quantum memory and quantum interface technology to interconnect quantum computers and quantum sensors, and integrates the terrestrial system with the satellite system. In the future, the construction of a large-scale quantum network to implement these applications is expected to enable sophisticated social and economic activities that contribute to enhancement of security, safety, and convenience for people. (See Figure 8, p.14 of “NICT Quantum Network White Paper”)

Virtual quantum network technology that accommodates different types of quantum networks

As technology progresses, the service operation of a QKD network, the realization of quantum networks using quantum relays, mixing QKD and classical networks, and the expansion of QKD network services by interconnecting terrestrial and satellite systems are expected to spread and be developed in stages from the late 2020s to 2030s. By around the 2040s, it is expected that a global quantum network integrating the terrestrial system with the satellite system will be constructed, and virtual quantum network technology and services will be realized that accommodate various types of quantum networks and protocols for diverse quantum applications as well as QKD in a common physical network infrastructure (Figure 2). (See Figure 13, p.18 of “NICT Quantum Network White Paper”)

Control and management technology for quantum networks

To exploit the advantages of virtual quantum network technology, such as efficient use of resources and provision of various services, technologies for efficiently controlling and managing the entire quantum network are required (Figure 3). (See Figure 23, p.29 of “NICT Quantum Network White Paper”). To construct a virtual quantum network that satisfies the requirements and demands of various applications, and to respond to the changes in situations such as traffic fluctuations and fault detection in the network, it is important to implement dynamic and agile control mechanisms including routing and resource allocation to improve the stability of applications. In addition, it is effective to apply policy control (for example, software defined network (SDN) and in-network computing technology (for example, information-centric networking and network coding)) that has been studied actively in classical networks. Moreover, sophisticated security technology for guaranteeing the security and safety of the control and management mechanism and terrestrial-satellite integration technology for realizing a global virtual quantum network will be essential in future quantum networks.

Future prospects

As quantum technologies become more widespread and sophisticated, the realization and social deployment of various quantum applications including quantum cryptography will gain momentum. It is also necessary to construct global quantum networks, virtualize quantum networks to provide various application services in the future, and develop quantum network control and management technologies for realizing them. NICT will continue research and development of underlying technologies such as virtualization technology and routing technology, and security enhancement technology in order to implement quantum networks based on the future progress of quantum devices. 

Figure 1: Examples of applications which are expected to be realized in quantum networks

Figure 2: Schematic diagram of the progress of quantum networks around 2040

Figure 3: Image of control and management of terrestrial/satellite integrated large-scale quantum networks
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Virtual quantum network technology that accommodates different types of quantum networks

As technology progresses, the service operation of a QKD network, the realization of quantum networks using quantum relays, mixing QKD and classical networks, and the expansion of QKD network services by interconnecting terrestrial and satellite systems are expected to spread and be developed in stages from the late 2020s to 2030s. By around the 2040s, it is expected that a global quantum network integrating the terrestrial system with the satellite system will be constructed, and virtual quantum network technology and services will be realized that accommodate various types of quantum networks and protocols for diverse quantum applications as well as QKD in a common physical network infrastructure (Figure 2). (See Figure 13, p.18 of “NICT Quantum Network White Paper”)

Control and management technology for quantum networks

To exploit the advantages of virtual quantum network technology, such as efficient use of resources and provision of various services, technologies for efficiently controlling and managing the entire quantum network are required (Figure 3). (See Figure 23, p.29 of “NICT Quantum Network White Paper”). To construct a virtual quantum network that satisfies the requirements and demands of various applications, and to respond to the changes in situations such as traffic fluctuations and fault detection in the network, it is important to implement dynamic and agile control mechanisms including routing and resource allocation to improve the stability of applications. In addition, it is effective to apply policy control (for example, software defined network (SDN) and in-network computing technology (for example, information-centric networking and network coding)) that has been studied actively in classical networks. Moreover, sophisticated security technology for guaranteeing the security and safety of the control and management mechanism and terrestrial-satellite integration technology for realizing a global virtual quantum network will be essential in future quantum networks.

Future prospects

As quantum technologies become more widespread and sophisticated, the realization and social deployment of various quantum applications including quantum cryptography will gain momentum. It is also necessary to construct global quantum networks, virtualize quantum networks to provide various application services in the future, and develop quantum network control and management technologies for realizing them. NICT will continue research and development of underlying technologies such as virtualization technology and routing technology, and security enhancement technology in order to implement quantum networks based on the future progress of quantum devices.
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Quantum information science was born by the merging of information theory and quantum mechanics. Quantum mechanics deals with many counterintuitive physical phenomena such as uncertainty relations and quantum entanglement. Quantum information science is interesting because these counterintuitive phenomena enable various functions which cannot be realized by conventional information processing technology.

Today, the major target in the field of quantum information science is the construction of a quantum network that connects and networks quantum devices at distant locations by quantum entanglement. Quantum entanglement is a quantum correlation that cannot be explained with classical physics. Sharing quantum entanglement among distant communication nodes enables various protocols such as distributed blind quantum computation and high-precision clock synchronization. Quantum information is encoded in various physical systems such as atoms, electrons, and light, but it is only photons, which are quanta of light, that can be used for quantum communication. In other words, to construct a quantum network, a technology for generating and controlling photons is indispensable.

I have been developing entangled photon pair sources based on the nonlinear optical effect, called “spontaneous parametric down-conversion.” Such photon pair sources require sophistication without degrading the quality of the quantum entanglement. We have succeeded in developing a new ultra-high-speed entangled photon pair source by combining the high-speed electro-optical modulation technology used for photonics experiments and a highly efficient waveguide-type nonlinear optical crystal. The invention has raised the clock rate of generating entangled photon pairs to the order of GHz. To realize a quantum network, it is necessary to develop various fundamental technologies such as quantum memory and quantum interfaces, as well as to develop more sophisticated quantum-optical technology. We will continue conducting research and development of these quantum technologies.

What is your current research interest outside of your research?

I like thinking of mysterious things. I enjoy it when my interests contribute to my job. I am optimistic. When I feel lost, I think “something will turn up.”

What advice would you like to pass on to students aspiring to be a researcher?

Being optimistic is most important. When I feel lost, I think “something will turn up.”

Please briefly introduce your current research.

I have been developing entangled photon pair sources based on the nonlinear optical effect, called “spontaneous parametric down-conversion.” Such photon pair sources require sophistication without degrading the quality of the quantum entanglement. We have succeeded in developing a new ultra-high-speed entangled photon pair source by combining the high-speed electro-optical modulation technology used for photonics experiments and a highly efficient waveguide-type nonlinear optical crystal. The invention has raised the clock rate of generating entangled photon pairs to the order of GHz. To realize a quantum network, it is necessary to develop various fundamental technologies such as quantum memory and quantum interfaces, as well as to develop more sophisticated quantum-optical technology. We will continue conducting research and development of these quantum technologies.

What is your short-term goal?

My short-term goal is to further study the quantum entanglement and develop an ultra-high-speed entangled photon pair source by combining the high-speed electro-optical modulation technology used for photonics experiments and a highly efficient waveguide-type nonlinear optical crystal. The invention has raised the clock rate of generating entangled photon pairs to the order of GHz. To realize a quantum network, it is necessary to develop various fundamental technologies such as quantum memory and quantum interfaces, as well as to develop more sophisticated quantum-optical technology. We will continue conducting research and development of these quantum technologies.